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Abstract

Digital images play a vital role in human life. Hence,

its protection from unauthorized access is a serious

matter of concern. Even if the contents are modified

then its detection and recovery must be defined.

Nowadays, a number of methods are proposed to

protect digital images based on digital watermarking.

But all are not with similar capability in terms of

security, authenticity, recovery. This paper represents

the basics of digital watermarking techniques along

with their competency and weakness for the

detection of tampered images and their recovery

Search Log in

Machine Learning and Information Processing pp 477–484

Book
cover

http://citations.springer.com/item?doi=10.1007/978-981-15-1884-3_43
https://link.springer.com/bookseries/11156
https://link.springer.com/
https://link.springer.com/signup-login?previousUrl=https%3A%2F%2Flink.springer.com%2Fchapter%2F10.1007%2F978-981-15-1884-3_43
https://link.springer.com/book/10.1007/978-981-15-1884-3
CUTM
Highlight

CUTM
Highlight

CUTM
Typewritten Text
ISBN: 978-981-15-4638-9


CUTM
Rectangle




